FRAUDS AND SCAMS

Detective Constable Kris Nicholson #7817 — Fraud Unit
Constable Julie Reynolds #6058 - Community Services Unit




PRESENTATION OVERVIEW

» Introduction

» Most common scams

» How to identify scams

» How to protect yourself

» Most recent cases in Barrie

» Questions?
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FRAUDS AND SCAMS

“it is one of the ugliest forms of fraud and its on the rise in Canada”

» Statistics from the Canadian Anti-Fraud Centre show that con artists
most often target 60-69 year olds, but are increasingly targeting
younger populations

» On average, seniors lose 33% more money than younger victims

» Canadian losses to fraud:
» 2020 -S106M
» 2021 -S383M
» 2022 (as of Oct. 31) - S420M

» Criminals target Canadians as we are a wealthy country




FRAUDS AND SCAMS

> Itis estimated that only 5% of victims report their frauds to police or
the CAFC

» Frauds are extremely difficult to investigate with today’s sophisticated
technology...once the money is gone, it is usually gone for good!

» Education and awareness is the most effective way to tackle this crime

WHAT CAN YOU DO TO HELP?

If you do fall victim to a scam, use your experience to alert
others and combat these frauds.

After this presentation, please help us to spread the word...

Share your knowledge with friends and family!




A central agency in Canada that collects information and criminal intelligence on
frauds

Primary Goals:

PREVENTION through education and awareness
DISRUPTION of criminal activities

INTELLIGENCE dissemination

SUPPORT to law enforcement

PARTNERSHIPS between the private and public agencies
VICTIM support

Toll Free: 1-888-495-8501

Website: www.antifraudcentre.ca

Canadian Anti-Fraud Centre

OWNF C

Centre antifraude du Canada
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FRAUDS AND SCAMS TARGETING SENIORS

SHING SCAMS/IDENTITY THEFT
COVID SCAMS

GRANDPARENT SCAMS

ENOVATION AND DOOR-TO-DOOR SCAMS

MORITGAGE SCAMS
ONLINE SHOPPING SCAMS
LETTER FRAUD SCAMS

INTERNET FIX SCAM

NK OR CREDIT CARD INVESTIGATION SCAMS
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RENTAL SCAMS

and BANK SCAMS
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IDENTITY THEFT AND FRAUD

» ldentity Theft — refers to acquiring and collecting someone else's personal
information for criminal purposes.

Y

Identity Fraud — is the actual deceptive use of the acquired information of
another person in connection with various frauds.

IMPACT ON YOU — Damage to credit history — refusal of credit — assumed identity
What does the fraudster want? All your personal information!

How do they use it? Open bank accounts, transfer funds, take out loans

Yy vy Y'Y

protect yourself — wipe your device, be cautious when clicking on embedded
links, scrutinize emails for legitimacy and manage passwords

Be on the lookout for PHISHING schemes

\/
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INTERNET PHISHING SCAMS

What is Phishing?

- Fraudster sends message through text messaging, email, instant messaging such as
snapchat or fraudulent links on TikTok or other social media platforms

- messages are designed to trick the victim into thinking they are dealing with a reputable
company (i.e. financial institution, service provider, government)

- phishing messages will direct you to click a link for various reason, such as updating your
account information, unlocking your account, or accepting a refund

- Fraudster’s goal is to capture personal and/or financial information, which can be used for
identity fraud

In some cases a hacker can take control of your computer, access personal data,

gain access to sensitive information, logins, passwords, bank accounits and so much
more.
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INTERNET PHISHING SCAMS

Can you find the 11 signs that this is a fake email:

From: Helpdesk <helpdesk-infotech@gmail.com:=
To:

Subject: Fraud Alert!

Attachment: Password Reset Details.exe

Dear Info-Tech user,

We have recently detected a login to your online account that was not performed by you. In order to rectify this
situation please go to InfoTech website here to change your password to ensure your account is secure. The
documnt attached will guide you through the reset process. If you are unable to reset your password on the

website please send me your account details and | will verify your account for you. If you fail to do so by next
week will result in your acount being deleted.

Sincerely,

Info Tech

INFONTE(;H

5 EARCH G F
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INTERNET PHISHING SCAM

From: Helpdesk FEHEENEERENS

To:

subject: NN -

Attachment: Password Reset Details.- 3

We have recently detected a login 5 jour online account that wasnot | g I'rmed by you. In order to rectify this

situation please go to InfoTech websie - to _ to ensure your account is secure. The

_ will guide you through there

et process. If you are unable to reset your password on the

website please EINENOUNSEEOUNNESIEIE | ©

| will verify your account for you. If you failtoq 5 -

- will resultin *,.fr:-ur- being deleted.

10

Sincerely,

T
INFO~TECH

ESEARCH G F
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INTERNET PHISHING SCAM

i] Delete MNotspam ~ 51 Moveto ~ < Categorise ~ -+ T J- >

Reminder: [Recent News] [Statement Appointment] Information Updates - New Notice : We
sent Summary of your bill has expire, Renews your membership Sunday, Jan 22, 2020
[Statement:- [FWD] Case ID: M68BEXXSC

TeamMetflix <noreplyrthismailerid33@ieuwgfiuwegfi

owe N
Wed 22/01/2020 02:51

NETFLIX

Automatic payment.

Hi Customer,

Your Auto payment cannot process.
Your subscription period will end on Wed, January
22, 2020.

Click Here to update payment method

please update your payment methode for continue
Netflix feature.

The Netflix Team
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GRANDPARENT SCAMS

A\

Senior receive a phone call — usually male voice

Caller may start call saying hello grandma or grandpa, do you know who this is?

vV VY

Senior responds by saying “is that you Johnny?” or saying name of grandchild.

A\

Fraudster uses information they are able to pull out of victim to gain victim’s trust

» Presents story about urgently needing money, usually to be bailed out of jail, or as a

result of a car accident or for medical bills
» Sometimes hands phone over to “lawyer” or “officer”

» CREATES URGENCY AND SECRECY

» Success of fraudsters is due to playing on victim’s emotions, thereby preventing them

to think clearly

Keeping our Seniors Safe
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GRANDPARENT SCAMS

Talke Time to verify the story. Scammers are counting on you wanting to quickly help your loved
one in an emergency.

“all the child's parents or friends or other family members to find out about their whereabouts.

fAslke Questions to the person on the phone that only your loved one would be able to answer
and verify their identity before taking steps to help.

Never Send Wloney to anyone you don't know and trust.

Never Glve Out Personal Information to the caller and be cautious of them asking questions
which may reveal information they can use to scam you further.

Keeping our Seniors Safe
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BITCOIN AND INVESTMENT SCHEMES

Always be suspicious of:

» Unsolicited investment opportunities (even from friends or family)
» Promises of higher than normal returns

» High pressure tactics

» Requests for Cryptocurrency payments

- saRARIE 9
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https://www.flickr.com/photos/southbeachcars/48908706193/
https://creativecommons.org/licenses/by/3.0/

BITCOIN AND INVESTMENT SCHEMES

localcoin Aﬁ'...;:"-:’-‘*

r—:
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Soun walat s3mus Of e

‘ BUY BITCOINS! e
Touch the screen to start B i ke sonases

Pucont yoor wrasacsson © (T 10)

wmnmv
LoCuCmATM com

bitcoin

STOP

The CRA and RCMP DO NOT
demand payment through
Bifcoin ATMs.

You are a target of fraud.
Unsure? Call us
1-877-412-2646

-'_;_'s_qlt. 'E =
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BANK OR CREDIT CARD INVESTIGATION SCAMS

» Imposter from cards security company will contact you about a suspicious
transaction on your account.

» Ask you to verify your account information including card number and the
security numbers on the back of the card.

» This is an attempt to get your information to steal your identity and make
duplicate cards.

» Banks will never ask for this information over the phone or by e-mail. They will
have you come to the bank, or will simply provide you with information and ask

you to confirm

Keeping our Seniors Safe
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CANADA REVENUE AGENCY AND BANK SCAMS

» Many different variations — email/telephone/text message

» May ask for personal information

» Send you a link to a website resembling the CRA’s or the bank’s, and then asks you to verify
your personal and/or account information

» Ask for banking information in order to deposit a refund

» Fraudsters are aware that Canadians often let their guard down when offered money from
the CRA or bank

Questions to ask yourselt:
1 - Does this sound too good to be true?
2 - Am | expecting more money from the CRA?

3 - Is the requester asking for information | know the CRA already has on Tile Tor me?

ALWAYS TAKE THE TIME TO VERIFY CALLER IS WHO THEY SAY THEY ARE!!

- s AAR)
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e 0 o6 (| BMO Bank of Montreal : Notification of Irregular Account Activity. — Inbox
l*l Canada Revenue Aganca du revenu

Agsncy du Canada [ E I (= ][ ® -]

From: BMO Bank of Montreal <customer-service @bmo.com> Hide
Subject: BMO Bank of Montreal : Notification of irregular Account Activity.
Date: 23 January, 2012 9:03:02 AM EST
To:

Canada Revenue Agency

BMO 0 Financial Group
www.cra.gc.ca

Dear Customer,

BMO Bank of Montreal cetected Irreguladr activity on your Account on 23 January 2012, For your protection, you must verify
this activity before you can continue using your BMO Bank of Montreal Account.

Dear Tax payer, Click on the link below to access and verify your statement.
< v > h $ m 1-bf In?pr - This instruction has been sent to all bank customers and is
You are entitled to your tax refund now. The tax refund is $241.34. You are required to follow § /et o felow

Thank you

login to our secure Epass site with your Social Insurance number and complete the required inf@ citomers Suppore Service
I.
for your refund to be processed. | 6M0 Bank of Monirea

- RBC
http://www.cra-arc.gc.ca/gol-ged/gov/confirmtaxrefund?REF128328-1h28877a % Financ

4 Group

Yours sincerely,

Gilles Dompierre, Department of Revenue, Canada Due to a recent security breachin the RBC computer systems, we are asking all customers to
immediately login with the link below and irnmediately report any unnoticed password changes,
unexplained funds depletion or the likewise. Restassured that we have the safety and privacy of
our customers as our top prionty but please help us by following the instructions below,

E TD Canada Trust Update and verify your information by clicking the link below:

EasyWeb Dear Online Banking Client https:/'www1.royalbank.com/cgi-bin/thaccess/thunxcqi?
F6=1&F7=IB&F21=IB&F22=IB&REQUEST=ClientSignin&LANGUAGE=ENGLISH
— 1
‘ Scotiabank Scotia OnLine® Financial Services

I Communications Centre
We have detected an unusual activity in your account. We have temporanly de-activated your
account for your own protection to re-actate your account kindly

Log on to www gccess tdcanadatrust com

Dear Scotiabank Customer,

Greetings from Scotiabank,

golcclmo to the Scot x;benk T:c.!v;ntage(m p;ogra-.fthe hrsth:nd é;rgogé

' ' ' oyalty program in the vor e are proud to inform you that today Scotia

Please don't reply directly to this automatically-generated e-mail message. Bonk. lsunch » nev revard progroa. Please log in to your Scotia Bonk
eccoug;dond ;o;«;oshe $ questions survey. For your effort you will be

revar wit

Slncerely, Your 100 dollars bonus code is SCOTIA-00SNX-2008NXS0 Plesse click here
Scotia Online Addvantagqe(R) program and follov the steps
. = Thank you very much for your help and your patient and hope you will enjoy
Onllne Banklng Team the Scotia Bank revard program in the future
Sincerely.
Thank you.

Scotiabank Head Office

44 King St Vest

Toronto ON

NSH 1K1

info@scotiabank com

1-800-4SCOTIA (1-800-472-6842)

TD Canada Trust, N.A. Membar FDIC 1-800-645-0288 (servxces for the heanng inpaired)
(416) 701-7200 (Greater Toronto Area)

2012 TD Canada Trust. Please do not reply to this auto-ansver »essage




CRA SCAMS

From: Canada Revenue Agency <notify-payments interac@email com>

To: Recipients <notify@payments interac ca>

Sent: Monday, April 24, 2017 2.08 PM

Subject: Action required: INTERAC e-Transfer - Canada Revenue Agency sent you money

o-mnsm View In browser | Francais

Hi,

Canada Revenue Agency sent you $896.70 (CAD)

Deposit your money:

avio @)
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ROMANCE SCAMS

» Person from another country befriends you online, pretending to be interested in
a romantic relationship or a friendship that quickly turns into a romance

» A lot of time is invested in gaining your trust

Online Dating Scams:

» All of a sudden there is a terrible incident What to do

(accident, in jail, robbed, etc.) and they ask you for - o
. . ow down — an a 0 someone you
loan to get bailed out of whatever trouble they are in trust. Don't let a scammer rush you.

Never wire money, put money on a gift
or cash reload card, or send cash to an
online love interest. You won't get it back.

Contact your bank right away if you
WARNING: “ma‘m; Cagnc? think you've sent money to a scammer.
World Wide Romance & Dating :

t Foll ur H .
8%?23% 63888 “6'85%8“.5‘;‘, 3 cbninie Report your experience to:

* The online dating site

Don’t Be A Victim! o )
» FederalTrade Commission: ftc.gov/complaint

+ Federal Bureau of Investigation: ic3.gov

FEDERAL TRADE COMMISSION - ftc.gov/imposters

oy FROM ROMANCESCAMSNOW.COM
[ pOLICE | AN ON-LINE CATALOG OF SCAMMERS

www.RomanceScamsNow.com a McGuinnessPublishing® website

Keeping our Seniors Safe
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ONLINE SHOPPING SCAMS

May receive counterfeit product, lesser valued/unrelated goods, or
nothing at all

Beware of deceptive advertising and deep discounts as “hook”

Scammers often request payment through wire transfer, courier,
money order, e-transfer, bank draft, PayPal or CRYPTOCURRENCY OR
GIFTCARDS

Only purchase through reputable companies and websites.

Be cautious when shopping online, especially when dealing with

gl » e
third party sellers V4
S| | = Microsoft Edge Tips J 8, Amazon.ca: Low Prices- X I-I— W ',,.L; :
)

- = 0D @ & | hitpsy//www.amazon.ca/?tag=hydcaabkm-20&hvadid=74629409471531&hvgmt=e&hvbmt=be&hvdev=c&uref=pd_s|_359h0aj73

amazon. [
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ONLINE SHOPPING SCAMS

3:33 ol LTE @

< Top Stories D (h

Beware Kitten and puppy scams,
as pandemic leads to spike in pet
ripoffs

Pet scammers target people with cute
photos and stories to lure them into
sending money

Posted: November 30, 2022 4:00 AM EST
Last Updated: 2 hours ago

Yvette Brend, CBC News

It starts with a photo — a big, doe-eyed
close-up — of a kitten or puppy.

To many, the price seems impossibly low for
that promise of fluffy affection.

That's how to hook a buyer, and
unscrupulous scammers know it.

BEWARE
KIJIJI'SCAMS

Rental scams

Pet adoption scams
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WHAT TO LOOK FOR WHEN SHOPPING...

* Prices that are too low - There’s a limit to how much consumers can expect to save.

* Red flags about payment - For legitimate businesses’ online stores, the process for paying for merchandise online
should be straightforward and standardized - Canadians should be wary of processes that seem overly complicated.

o Sites that look poorly designed - Most legitimate online stores will invest time and effort into the user experience,
with nice images, an easy-to-navigate website and a smooth check-out process. Spoofed stores don't apply the same
standards.

e Stores that are missing key information - The majority of legitimate retailers will always have a return policy, a
privacy policy and proper contact information for the business.

e Stores that are missing security elements - A padlock symbol next to the URL in the address bar that is open or
missing indicates the website's data is not secure.

* Typos or errors in the URL of the store - Acommon method of spoofing websites of popular brands is to substitute

correct letters for ones that appear to be accurate, for example GoOgle.com.

3 +3 [ Microsoft Edge Tips J 8, Amazon.ca: Low Prices- X \—I— W

- - 0O @ & | https://www.amazon.ca,?tag=hydcaabkm-208thvadid =74629409471531&hvgmt=e&hvbmt=be&hvdev=c&ref=pd _s| 359h0aj73)

amazon. [
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STAY SAFE WHEN SHOPPING!

e Never save credit card information in a browser

 Make online purchases through personal Wi-Fi networks. If purchases must be
made when not at home, use cellular data instead of public networks

 Purchase familiar brands and from proven retailers

e Do research and read reviews

Keeping our Seniors Safe
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LETTER FRAUD SCAM

» People will receive a letter or e-mail from someone claiming to be a Prince,
bank a lawyer or government official from a foreign country.

» The person is very wealthy or there is a large amount of money in an account
and wants to get money out of the country.

» Offer to give you money for use of your bank account and ask you to send your
banking info, passwords etc.

» This is nothing more than another attempt to get access to your bank account.

" mAaARIE 9
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LETTER FRAUD SCAM

Subject:  |FW.re

From: Gilbert Melue <geeeeeessecdd@libernte
Date: March 18, 2013 6:21:07 PM GMT-04:00
Subject: re

Reply-To: Gilbert Melug <qeeeeeeceeeld@libern it=

F T

Dear Friend,

Please forgive my using this means fo reach vou but I can’t think of any other wav of letting vou know the urgent matter at hand. I don’t actually know if this is the right medium to communicate
with vou but I don’t have any option right now considering the mcessant letters from the banking authority withholding the funds. This letter of high confidentiality and therefore I will
appreciate vou treat with utmost maturity and confidentiality.

The amount involved is USS7.3 M and it’s safe in the deceased coded account. More details will be relaved to vou only if I receive vour posifive response through my private mailbox:
(zilbertmelue hotmail.com) I have decided to share with vou the proceeds of the inheritance claim. 33% will be for vou for gratification and mput. 30% will be used to build an orphanage m the =
name of the deceased as he wished hefore his death i vour country and 33% will be for me.

[ am a noble man with family and a name fo protect and therefore will urge vou fo treat with maturity, Do get back to me for further details.

Thank vou,

Barr.Gilbert Melue Esq.




“FRIEND IN NEED” LETTER FRAUD SCAM

Email supposedly from a person known to you claims that he or she is stranded
without money or papers in a foreign land because of a robbery and asks that
you send funds urgently via a wire transfer to help the person return home.

B Help Needed Susan McKendry - Message (HTML)

File Edit ‘ew Insert Format  Tools  Actions  Help

-L;}‘.Eeply -L%Fleplytmﬁ.l_l L—,}Fnrﬂard S By b4 | w ﬁ A3 K|~ N @!

From:  Susan Mckendry [smckendryi@rogers. com) Sent:  Mon 20120716 08:59
T
i
Subject: Help Meeded.......oo.oo... Susan Mckendry
[-
Hi,

Just writing to let vou know our trip to Madrid, Spain has been a mess. [ was having a great time until last night when we got mugged and lost all mv cash, credit card cellphone It has been a scary
experience, [ was hit at the back of my neck with a Gun Anvway. I'm still altve and that's whats important. I'm financially strapped right now and need vour help. [ need vou to loan me the sum of £1,600
Euro I'll refund it to vou as soon as 1 arrive home Email me back so i can tell vou how to get it to me.

Susan McKendrv, M S W RS W.
Registered Social Worker

www susanmckendrv.com
705-T18-5085

Confidentiality Notice: This e-mail, including anv attachments, is for the sole use of the intended recipient(s) and may contain private, confidential, and privileged information. Anv unauthorized review, use,
disclosure or distribution is prohibited If vou are not the intended recipient or this information has been appropriately forwarded to vou, please contact the sender by replv e-mail and destrov all copies of
the onginal.




INTERNET FIX SCAM

» Caller advises that they can tell your internet is slow, or that you have a
particular internet virus (i.e. Zeus)

o

» For a fee, the caller will take remote control of your computer and “cleam it up”

or fix it so that it functions faster again

» Scammer may be mining your computer for personal and banking info, or just
playing around to get paid for nothing

e il & hitp//scan-tips.comitechsuppont/Teences Bieegmlogk P = X O Windows Firewal Il Warnin 9 frok O

f (1) System Virus Warning:
A Your Computer May Have A VIRUS"!

A program is trying to access e-mail address information

!} storedin Outlook. If this is unexpected, dick Deny and verify
your antivirus software is up-to-date.
Your Location: Your IP Address: Date:
United States 199.231.208 116 ;\Se:%nesday‘ March 11, For more information about e-mail safety and how you might
be able to awoid getting this warning, dick Help.
[] Allow access for | 1 minute
What to do: Possible network damages from potential 0
- threats: UNKNOWN . | mow | peny |[ rep |
Call 844-373-0540 immediately (toll-free)
for assistance on how to remove malicious pop-ups and Data exposed to risk:

VIRUSES “. This call is prioritized and 100% free

1. Your CREDIT CARD details and
banking information

@ - bout the threat:

2. Your e-mail passwords and other
ACCOUNT  passwords

Seeing these pop-up means that you may have
MALWARE “/adware on your computer which puts the

security of your personal data at a serious risk. We strongly 3. Your Facebook, Skype, AIM, ICQ and
advise you call 844-373-0540 (toll-free) Immediately and other chat logs
| get your COMPUTER FIXED - before you continue using
S the internet, especially for watching movies and shows. 4. Your private photos, family photos
| o = =] and other sensitive files
| POLICE | NAr? 4w ST

i e i i
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PROTECTING YOURSELF ON SOCIAL MEDIA

facebook oR facecrook

Great way to connect with friends but criminals use it as well

Make sure to set your privacy settings so that only your friends have access to
your profile

Never post personal information (phone number, address, bank information)

Be careful when sharing photographs online...once they are posted they cannot
be recovered

Be leery of strangers attempting to be your friend

Keeping our Seniors Safe
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HOW CAN | RECOGNIZE A SCAM?

» |t sounds too good to be true
» You must pay or you can't play/claim prize

» Someone requests to be paid with gift card codes,
cryptocurrencies, by wire transfer or courier

» It's the manager, a lawyer or a prince calling

» The stranger calling/texting/email media wants to
become your best friend and/or quickly professes love

» You must give them your private financial information

» Poor spelling and grammar, general address (“Dear
User”, “Dear Customer”, etc.)

» Fraudsters often
» create urgency or include threats
» encourage secrecy with friends and family

_=_ > oOffer tips on how to answer bank employees if
WISy  withdrawals/transfers/wires are questioned

Keeping our Seniors Safe
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PROTECT YOURSELF!

Never assume that the phone numbers appearing on your call
display are accurate

Government agencies won’t contact you and tell you that your
SIN is blocked or suspended or threaten you with legal action,
demand immediate payment, ask for you to submit your money
for investigation, or request payment by Bitcoin, a money service
business or gift cards

Beware of individuals quickly professing their love for you.

Beware of individuals who claim to be wealthy, but need to
borrow money.

When trying meet in-person, be suspicious if they always provide
you with reasons to cancel.

Never send intimate photos or video of yourself as they may be
used to blackmail you.

Never accept or send money to a third party under any
circumstances.

Never allow an individual to remotely access your computer.

Keeping our Seniors Safe
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PROTECT YOURSELF!

» Verify any incoming calls with your credit card company by calling
the number on the back of the card.

» Never provide any personal or financial information over the
telephone.

» Only a credit card company can adjust the interest rate on their
own product.

» Research all companies and contractors offering services before
hiring them.

» Financial institutions will never ask for assistance from the public
for internal investigations.

» The only way to participate in any foreign lottery is to go to the
country of origin and purchase a ticket. A ticket cannot be
purchased on your behalf.

» In Canada, if you win a lottery, you are not required to pay any
fees or taxes in advance.

» Confirm with other relatives the whereabouts of a family
[ POLICE | member or friend asking for financial assistance

Keeping our Seniors Safe
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HOW CAN | RECOGNIZE AN EMAIL SCAM?

You can use this checklist to remind you what to look for

—F—————————— e —_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_——_—_——_—_———————

Phishing checklist:
(d Does the email ask for your personal information?
d Check the sender’s email address.

Is the greeting personal?

Is there poor spelling and grammar in the email?

Is the attachment necessary?
Does the attachment end in .exe?

Hover over all links to make sure they will lead you to the right place.

o 0O 0 o 0O O

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
i
|
Does the signature look legitimate and have contact information? i
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
i
|
Are there any clear signs of common phishing tactics? |
i

|

|

|

|

|

(d Do you feel it is suspicious? If so, report it or contact the company directly to find out more

Keeping our Seniors Safe
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CONTACTS

Police Related Support:

» Emergency—911

» Barrie Police Services - (705) 725-7025
» Crime Stoppers — 1-800-222-TIPS (8477)

» Www.barriepolice.ca

FRAUD:

Recognize It.

Report It.
Stop It.



http://www.barriepolice.ca/

. 1 nank You

POLICE

PC Julie Reynolds #6058
Barrie Police Service

Crime Prevention Unit
(05-725-7025 ext. 2615
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